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Image-tampering is facilitated by powerful Models Baseline Results Model Comparison
techniques - Actively used in creating fake news. ResNet-50 (No dropout) Adam 093 0.66 091 0.57 138
ResNet-50 (0.5 dropout) Adam 0.92 0.68 0.90 0.61 131
Fake news could contain misleading information ResNet-50 Adam 083 066 080 048 062
- ” . . , 12=0.(
and convey provocative negative emotions - 2; Deeper NN Models (0.5 dropout, 12=0.01)
image manipulation as one type of fake news Transfer-learning with VGG-16 and ResNet-50 ResNet-50 (pre-trained) Adam 088 059 0.85 000 645
e Tried both fine-tuning with pre-trained weights VGG:16 (N dronout) Adam L o33 053 Gz, os
Goal: research on CNN algorithms, implement and retraining + customized layers. VGG-16 (0.5 dropout) Adam 085 072 082 072 076
and compare VGG16 and ResNet50, and apply e Hyperparameter tuning on optimizer, learning A VGG-16 (pre-trained) Adam 088 067 085 061 129
transfer learning to achieve a model that is rates, dropout rate regularizer, and batch size. Baseline Model Adam 082 074 079 074 059
specifically designed to detect tampering images. VGG-16 Structure Retrained ResNet-50 Aggregated Results
Accuracy F1-score Loss
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e Kaggle Fake News Dataset [ e . s o0 — i tonts
o Images from online fake or biased news Loss function : Binary s Erocn *
© Unlabeled data Cross-Entropy: (x;6) =% f(x,;6) Fake news predlctlon Conclu
e Pre-processin, Evaluation metric: accuracy, F1
P 8 Yo Machine prediction: 50 authentic, no o The retrained VGG-16 model with 0.5 dropout
CASIA-v2.0 Kaggle score
tampered picture. has the best performance
e Converttiffile to jpgimage e Sampled 50 pictures with S _
el e e il Workflow ) e Human-tagging: 6 tampered, 46 o Overall VGG-16 models performs better than
baseline model and 224 x 224 | tampering and not 1. Model training and enhancing based on the authentic. the ResNet-50. Possible reasons are:
forimproved madels paintings CASIA v2.0 dataset o The model could be improved to better o Later layers in ResNet-50 may weaken the model
® 90:5:5 train/valid/test set ® Resize to 224 x 224 . . £ 3 turi tic feat
e Same authentic vs tampered |  Human tagged the pictures 2. Use the weights from the best model to predict differentiate false positives. perionmanceioncaptiiring non-semanticieatures

ratio in three datasets as tampered/authentic the proportion of manipulated pictures in the (edge, corner, sudden change in color shade)
Future Work o Deep NN like ResNet50 tends to overfit very quickly.
sampled Kaggle dataset "
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Dong J.. Wang, W. & Tan, T. (2013, July). Casia image tampering detection evaluation database. In 2013 IEEE China Summit (bp. 422-426). IEEE. N R
Guniher R., Back, P.A. & Nisoe,E. G. (2018). Fake news id ove a sgnifcont impact o (h v nfhe 2016 lection Orginalul ongth version with mothocological appencix. Gotumious, OH- Oio Sate Uriversiy. reliable fake news image data
prriih po




